
Evolving threats, expanding compliance risks, and resource constraints require a 
new approach. At TierPoint, we build our solutions around security, rather than 
the other way around. Our architects and engineers use a proactive, security-first 
approach that helps ensure your data is secure by design. Whether foundational 
security controls that are built in to our solutions or additional services that can be 
built on, our managed security solutions provide prevention and detection services 
that help you meet compliance and policy objectives and improve your overall 
security posture.

Because potential security risks can occur at a variety of levels, you need to set up 
security measures that provide multiple layers of defense against these risks. With a 
defense in depth approach, multiple layers of security are applied across the entire 
IT infrastructure. The idea is, the more layers of security that exist, the harder it will 
be to breach all the defenses to reach the business data or cause disruption.

TierPoint’s Security as a Service (SECaaS) solution leverages Alert Logic’s SIEMless 
Threat Management platform to provide an award-winning security platform, 
cutting-edge threat intelligence, and expertise — to provide better security and 
peace of mind 24x7. We bring a new approach to help you get the right level of 
security and compliance coverage for your workloads across any environment.

The Right Coverage for the Right Resources:
Three Levels of Coverage for a Tailored Approach to Security

• Essentials provides vulnerability and asset visibility with 
extended endpoint protection.

• Professional expands Essentials coverage to include 24x7 
managed threat detection and incident management

• Enterprise includes the benefits of Essentials and 
Professional with options for even deeper partnership with 
our security resources and expert researchers, including 
threat hunting and dark web scanning. Enterprise includes 
an assigned SOC agent.

TIERPOINT SECURITY AS A SERVICE (SECaaS)
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The platform, intelligence and expertise for a proactive approach to security

SIEMLESSLY CONNECTED
Platform, intelligence and experts 

combined to offer unparalleled threat 
insights and coverage

ALWAYS-ON SECURITY
24x7 monitoring with live 

notifications of critical alerts

PROTECTION ACROSS 
YOUR BUSINESS

Easy-to-use, single-screen view across 
your cloud, hybrid and on-premises 

environments
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About TierPoint 
A leading national provider of hybrid IT solutions, TierPoint helps organizations drive 
performance and manage risk. No U.S. provider comes close to matching TierPoint’s 
unique combination of thousands of clients; more than 40 edge-capable data centers and 
8 multitenant cloud pods coast to coast; and a comprehensive portfolio of cloud solutions, 
colocation, disaster recovery, security and other managed IT services. With white-glove 
customer service, TierPoint professionals customize and manage agile solutions that address 
each client’s unique needs. 

Learn More

To schedule a call with 
one of our security 
advisors, reach out to us 
at  844.267.3687 or  
by e-mail at  
sales@tierpoint.com

ESSENTIALS PROFESSIONAL

SECURITY 
PLATFORM

The right 
combination 
of assessment, 
detection and web 
security technology

Deployment Automation and Scope Selection • • •
Continuous Asset Discovery and Visibility • • •
Vulnerability Scanning • • •
Cloud Configuration Exposure Scanning • • •
Threat Risk Index • • •
Security Posture Report • • •
Comprehensive Reporting Portfolio • • •
Log Management and Search • •
Network Intrusion Detection • •
Log-based Intrusion Detection & Analytics • •
Security Analytics: Rules, Machine Learning • •

THREAT 
INTELLIGENCE

Up-to-the-minute 
comprehensive 
security content and 
intelligence

Vulnerability and Remediation Content • • •
Cloud Configuration Exposure Content • • •
Threat Risk Index Content • • •
Threat Intelligence Feeds • •
Intrusion Signature Content • •
Log Content • •
Rule-based Content • •
Network-based Machine Learning Content • •

EXPERT 
DEFENDERS

24x7 expert service 
for deployment, 
operation and 
ongoing security 
processes

Service Health Monitoring & Support 
(continuous) • • •

PCI ASV Support • • •
24x7 Triage, Escalation & Response Support • •
Security Posture Reviews •
Assigned SOC Analyst •
Threat Hunting •

ENTERPRISE




